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Department of the Prime Minister and

Cabinet (DPMC)

2023-2024

 

Document 02

Rele
as

ed
 un

de
r th

e O
ffic

ial
 In

for
mati

on
 Act 

19
82



Summary for the Chief Executive (for CSO to complete)

 

Organisation: Departmentof the Prime Minister and Cabinet (DPMC)

 

Report as at 23 April 2024

 

Our protective security priorities for the next 12 months:

Following this assessment, we haveidentified the following areas of focus for the next 12 months:

e Information Management:
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o Increasing classification and handling training. Classification training is now available to all

staff andis optional in the online Learning Management System (eTipu). Work is underway

to make these modules mandatory.

o Developing classification and declassification policies. DPMC has included declassification

principles and sign-off authority and responsibilities into the Information and Records

Managementpolicy until the bespokeclassification and declassification polices are

developed.
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Planned actions for next 12 months

There will also be a focus

on developing a declassification policy and implementing mandatory documentclassification training.

Report approval
 

Chief Executive comments:
 

| confirm | have reviewed this completed self-assessment for my organisation and approveforit to be

submitted to the PSR.
a

Chief Executive signature: we C7

Dated: 2¢ Apnl 2024 oS
¢
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Feedback

PSR Unit support:

 

Additional guidance and support on how to implementtheclassification system policy would be helpful,

especially on how to introduce the conceptof a declassification programmeto the agency.
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Document Classification

These modules give you an introduction to the Government Information Security Classification System
and guidance on how to classify DPMC and NEMA information. 

Complete the following modules.

Introduction to Classification - 15 minutes

In this module you will learn:

The benefits of classification 
The consequences of poor classification 
What classifications are
What protectives markings are 

Click the button below to get started.

Complete Module   

How to Classify Information - 25 minutes
In this module you will learn:

The relationship between harm, impact and classification 
How to describe the different types of impact 
How to assess the level of harm and impact that compromise of information could have 
How to classify information based on its impact

Click the button below to get started.

Complete Module   

How to Protect Information - 20 minutes

This module covers what you need to know to protect classified information at IN CONFIDENCE,
SENSITIVE, and RESTRICTED classification levels.   

In this module you will learn:

How to protectively mark information 
Who can handle classified information
How to securely handle classified information  (e.g., store, use, transport, protect, and destroy)

Click the button below to get started.

  

Course: Document Classification

https://etipu.cass.govt.nz/course/view.php?id=198 1/2
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https://etipu.cass.govt.nz/mod/scorm/view.php?id=795
https://etipu.cass.govt.nz/mod/scorm/view.php?id=797
https://etipu.cass.govt.nz/totara/dashboard/index.php
https://etipu.cass.govt.nz/totara/dashboard/index.php
javascript:;


Complete Module   

Declassification of information

Document declassification also forms an important part of the New Zealand Government Security
Classification System. 

Click the button below for guidance on declassification.

 Declassification Guidance

Course: Document Classification

https://etipu.cass.govt.nz/course/view.php?id=198 2/2

[Links to PSR 2022 Declassification Guidance]
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https://etipu.cass.govt.nz/mod/scorm/view.php?id=1639
https://etipu.cass.govt.nz/pluginfile.php/6125/mod_resource/content/3/Declassification%20Guidance.pdf


Jan Feb March April May June July August September October November December Jan Feb March April May June

6. Classification and declassification policy 

(Implementation goal  2026)

IM 

(Joanna)
To be completed following the Audit.To establish a timeline

Touch base with 

Joanna to discuss 

timeline, following 

Archives Audit.

2025

Q1 (Jul-Sept) Q2 (Oct-Dec) Q3 (Jan-March) Q4 (April-Jun)
Comments

Additional 

Resource 

Required Q3 (Jan-March)

PSR ANNUAL WORKPLAN 2023-2023

IN CONFIDENCE

Q4 (April-Jun)
Action Who

2024
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