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Tena koe

Thank you for writing to the Ministry of Business, Innovation and Employment (MBIE) on 24 November
2022, to request the following, under the Official Information Act 1982 (the OIA):

a copy of MBIE's full feedback to the Government Chief Privacy Officer (GCPO) on their draft Privacy
Maturity Assessment Framework.

On 6 December 2022, you clarified your request to be for the following:

MBIE’s 2020-21 Privacy maturity self-assessment, as submitted to the Government Chief Privacy Officer,
as part of the PMAF beta test in June, but also any supplementary feedback on the beta version of the
PMAF itself, including any commentary on the addition of considerations from the DPUP, and any
concerns or comments about the new structure and content of the new PMAF.

MBIE recognises the need to be a responsible and trustworthy kaitiaki (guardian) of the personal
information we collect and use to support the delivery of our services and functions. We acknowledge
the importance of engendering trust from the public through our privacy practices, and inclusion of Te
Ao Maori worldviews in privacy and data governance.

One way we measure our effectiveness in this regard is through the Privacy Maturity Assessment
Framework (PMAF), which was developed by the Government’s Chief Privacy Officer (GCPO), to give
agencies a way to assess both their privacy capacity and maturity.

This is done through a self-assessment across five core expectations:

e Taking a people-centred approach

e Building and maintaining a privacy culture

e Building and maintaining privacy capability

e Establishing a sense of collective responsibility; and
e Being a capable treaty partner.

More information about the PMAF can be found on the GCPO’s website, at the following address:
https://www.digital.govt.nz/standards-and-guidance/privacy-security-and-risk/privacy/privacy-
maturity-assessment-framework-pmaf-and-self-assessments/.

MBIE submits the PMAF self-assessment annually. The 2022 self-assessment showed MBIE as an
organisation is at a 'managed' privacy maturity, indicating that the efforts and resources we have
committed to our privacy programme have succeeded in laying a foundation on which we can continue
to build maturity.
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Documents relating to the first (‘beta’) PMAF assessment are attached, as follows:

e The email from MBIE’s Chief Legal Advisor Ann Brennan to the GCPO, sent on 28 June 2021,
with MBIE’s feedback on the draft PMAF, as Document 1

e MBIE 2020-21 Privacy Maturity Self-assessment Framework Beta Test Report to the Government
Chief Privacy Officer, an internal memo coversheet signed by MBIE’s Chief Executive on 23 June
2021, approving the submission of MBIE’s self-assessment to the GCPO, as Document 2

e Privacy Maturity Assessment Framework Tool (Beta), guidance from the GCPO to agencies about
the new PMAF as Document 3.

e MBIE’s submission to the GCPO, as Document 4.

e Appendix Il to the PMAF Beta Test document, which contains the text also in MBIE’s submission
to the GCPO, for additional readability (due to constraints in the initial PMAF template), as
Document 5.

| have withheld one mobile number from Document 1 under section 9(2)(a) of the OIA, to protect the
privacy of natural persons.

Thank you again for writing to MBIE. Under section 28(3) of the OIA, you have the right to refer our
response to an Ombudsman forreview.

Naku noa, na

é"f_ N L’;--_)-L{i((/’v—— ——— '——-.\\

Ann Brennan

MBIE Chief Legal Advisor & Chief Privacy Officer
Legal, Ethics and Privacy

Nga Pou o te Taumaru
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From: Tina Chiles on behalf of Ann Brennan

Sent: Monday, 28 June 2021 8:47 am

To: gcpo@dia.govt.nz

Subject: PMAF Beta test - feedback from MBIE

Attachments: MBIE CE approval for 2020-21 PMAF beta test to GCPO June 2021.pdf; MBIE 2021

PMAF Tool - Beta Final June 2021.xlsx

Kia ora Russell

Thank you for the opportunity to participate in the beta testing of the new PMAF framework.

Please find attached MBIE’s feedback.

The first attachment covers the approval from our Chief Executive Carolyn Tremain. The se€gnd,attachment is the
completed PMAF tool, as requested in EXCEL format.

For completeness, we include in this e-mail our feedback on the framework, the tdalformat and the process, which
we will cover off in more detail in the upcoming workshops and relationship meetings with your office.

Test Results — Framework

The new draft Privacy Maturity Assessment Framework (PMAF)is ifitended to provide a more ‘narrative-
based picture of an agency’s privacy maturity’, and steps-away,from the previous framework’s score-based
approach. This is not really in line with other maturity,self-assessment approaches e.g. PSR or gERMAF. We
think this will make it difficult for the GCPO to proyide System-wide insights or any form of benchmarking
information to agencies e.g. how do we compapé to‘agencies who are of a similar size and complexity as
MBIE.

The new PMAF has been influenced by considerations contained in the Data Protection and Use Policy. The
requirements of the DPUP are relevant'torsocial services, but are not always compatible with the
requirements of an agency with regulatory, investigative or enforcement functions. By referencing the
DPUP, does this adequately accafiodate ALL types of agencies under the GCPO’s mandate? What do
agencies do if the DPUP is not applicable or relevant when assessing their maturity?

The ‘intended focus’ of the’PMAF doesn’t reference what the specific benefits are to an individual agency
from completing the PMAF outside of helping an agency better meet their legal obligations under the
Privacy Act 2020. There ¥s,10 mention of how the tool can help agencies to identify and prioritise resources
to lift privacy capability.

Criteria wordingJds-highly open to interpretation, and MBIE is unclear how the narrative data supporting
each agency/s self-assessment will be collated, ranked and reported to Ministers. We suggest mentioning
that other matlrity assessment frameworks (e.g. PSR) provide examples of ‘indicators’ of maturity for each
element (nbting ‘it may include, but are not limited to’) so that each agency can choose the level which
beStfepresents their organisation. This might be helpful to provide further clarity so that the criteria are
potopen to interpretation so much.

IHere are instances of conflation of privacy considerations and those of ethics and data management, as
noted in the feedback contained in the tool itself.

Operationalisation of the tool has been difficult, particularly to the interpretive nature of some of the
criteria wording, and perhaps a glossary would be helpful. An example is the criteria around engagement
with Maori, where “Maori privacy interests” are not defined, and are therefore difficult to assess and
justify. In addition, it is MBIE’s understanding that the new PMAF has not been created in consultation
with Maori in any specific way other than aligning with the DPUP, the development of which did include
consultation with relevant groups to provide appropriate wording and criteria.

In an agency of the size and functional diversity as MBIE, it is difficult to apply each criteria to the
organisation as a whole. There are some areas of MBIE that hold a higher or lower level of privacy
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maturity. This is largely commensurate with the level of sensitivity of the personal information each part of
MBIE manages.

e We have noted in CE1.2 that due to MBIE’s regulatory function, some criteria may not always be applicable
to us. It is noted that we were therefore required to make a decision to consider that we achieved a
‘managed’ status in this area, regardless of not fulfilling all of the criteria due to those criteria not being
applicable. it would be preferable to have a clear indication in the framework that if certain criteria are not
applicable to an agency, they do not necessarily lead to a lower rating.

e We suggest adding a reference to the Te Kawa Mataaho Public Service Commission Code of Conduct to/the
Core Expectation criteria CE4.

e There is no measure of whether an organisation has carried out a stocktake of the personal information‘it
holds. This can be a costly, but essential undertaking, and inclusion of this in the previous PMAF has helped
incentivise this activity, and

e The purpose and intended outcomes of the use of the weighting function of the new PMAE tool are
unclear.

Test Results — Tool Format and Process

® |t has been difficult to provide responses to each criteria as there is only space.to\give narrative responses
to overall elements

e There appears to be a bug in the spreadsheet that means even if each eriteria is completed this does not
show in the overall results summary

e The tool is difficult to enter large blocks of text into, partly because.df the design and the fact thatitisa
protected workbook. It would have been useful to make minofichanges, for example alter the font colour
to be more readable, or use the find function or carry out a spell-check, but these features are unavailable
as the Excel spreadsheet is locked

e The tool does not provide output that can be printed foryconsultation and sign offs
e Spell check missing
e Font and colour are near impossible to read, and
e Format is not laptop friendly (requires large(screen).
Nga mihi

Ann

Ann Brennan (she/her/Ms)

Chief Legal Adwvisor & Chief Privacy Officer, MBJE
GM Legal, Ethics and Privacy Brancly

Corporate, Governance and InfopmatOn
Ministry of Business, InnovationgfEmployment

ODI: +64 4901 2081 | Mob/leINEIRATENY www.mbie.govt.nz
Level 10, 25 The Terrace |\ Pagtgral House, Wellington 6011 | Postal Address Level 4, 25 The Terrace, 6011
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MINISTRY OF BUSINESS,
INNOVATION & EMPLOYMENT

HIKINA WHAKATUTUKI

DATE 21 June 2021

TO Carolyn Tremain, Chief Executive

PREPARED BY Ann Brennan, Chief Privacy Officer and Chief Legal Advisor é

FRC————. O

APPROVED BY Richard Griffiths, Deputy Chief Executive, Corporate, Governance an \
Information

SUBJECT MBIE 2020-21 Privacy Maturity Self-assessment Framework Be Et
Report to the Government Chief Privacy Officer 2

Purpose AQ

-
1. This cover sheet seeks your approval to submit the Ministry’@l Privacy Maturity Self-

Assessment Framework (PMAF) beta test to the Government C

30 June 2021.

Recommendations

Privacy Officer (GCPQ) by

A\l

2. It is recommended that you: \

Note the Organisational Capability z
endorsed the Draft 2020-21 PMAF Be
draft Minutes Extract is attachedras App
Note the attached 202021

Approve the atta

to the GCPO b

Direct MQQ
Beta Tes?

Assurance Committee (OrCA)
est Report on 9 June 2021. The
ndix | in the 2019-20 PMAF Cover

AF Chief Executive Cover Memo., @/ No

Q_fi{zal 2020-21 PMAF Beta Test Report for submission
3

is memo.

f Privacy Officer to submit the approved 2020-21 PMAF -
to the GCPO by 30 June 2021. Ye§ /No

3 /06/2021
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Privacy Maturity Assessment Framework Tool (Beta)

Introduction

This tool is for agencies to complete this year's privacy self-assessment for the Government Chief Privacy

Officer (GCPO). This year's self-assessment is part of the beta testing of the new PMAF. Results will not form &
the agency baseline. C)

The completed self-assessment as an Excel attachment (not a PDF scan) must be emailed to % E
gcpo@dia.govt.nz by the agency's Chief Executive. The email must include confirmation that the Chie

Executive has reviewed the self-assessment.
b;tgs:[[www.digitaI.ggvt.nz[ﬂandards—and-guidgncel privacy-security-and-risk/priv rivacy- rity-

Instructions QE
T

tach section of the PIVIAF has ITS OwWn tab which will caiculate the overall maturity IEV% section. Ine

Summary tab will display the overall maturity level for each section/tab, as well as aturity level for each
rritaria and slamant Thara will ha na Ana nuarall maturitu laval oiven
There are three steps to completing the self-assessment: Q

ﬁdown box under Criteria

1. Select the appropriate maturity level for each criteria using thx
Level. When the maturity level is selected, the description fO\th/at level will be displayed.

2. Provide the narrative to support the resulting maturi Ve?for each element.
3. Adjust the element weighting (optional). Each eKe has a default weighting of 10 which can be

Feedback %
This spreadsheet is a work in progress. There rea ditional testing and accessibility adjustments to be
made. Please let us know if there are any g%hes 5T issues with the functionality not working properly.

Please let us know how this tool is w you and any recommendations for improvement. Any
substantive recommendations will be incorporated after the 30 June 2021 self-assessment submissions.
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Privacy Maturity Assessment Framework

Core Expectations

Core Expectations

Element Weighting Criterla  Criteria Description Criterin Overall Level
Level
CE1 10 Take a people-centred approach to privacy that is respectful of those the information is about and provides the public with| Managed
effective services.
The Data Protection and Use Policy's principles are appropriately integrated with privacy polictes and
13 Having a people-centred privacy : Y3 pncipd PRIoR) by Intag e 3 v
CeLl R IR Managed |practices, and the privacy programme focuses on change initiatives to embed a people-centred
approach,
There are hed pr and easy-t hods, when appropriate, for connecting with
service users or their representatives to include their views in decision-making processes about
CEL2 Connecting with service users Managed P 3 on eP
collection and use of their personal information.
The agency is transparent about what kinds of personal information it co'lects and uses, w] X’\
how it Is used, choices people may have and how to access and request correction to t| ersi
CE13 Being transparent (Managed ; ey e mey 8
infor This rationis p d In easy-to-understand ways. V
CELl 1 Given MBIE's wide and diverse functions, many of which are regulatory, it is not always appropriate to integrate the D ‘tecllon and
Use Policy’s principles into all our practices relating to the handling of personal information. Instead, MBIE has aspeaf We focus of
being people ceatred in our organisational stragety (Te Ara Amiorangi). In addition, we have ensured our Organisa are built inte
our overall Privacy Policy specifically. “Hikina Whakatutuk:. Grow Mew Zealand for All* Ensunng appropriate care: id controls are
considered when handling the personal information inour care 15 key to MBIE's overall objective to Grow Ne aNgd for All Pae Xahurang:
We protect what's precious, our taonga Respectfiul handling of the personal information in our care 1s key Y, shating MBIE's vaiue of
retaining and butlding trust and confidence to enable us to build our future
Mata We explore new ideas Assessing risks to individual privacy when developing or adopting new ofocegse stems and technologies will
CE2 10 Build and maintain a privacy culture that embodies the public service values of mpartial, accountable, trustworthy, | Managed
respectful, and responsive.
Leadership dehvers consistent and posow:ges about how privacy 1s everyone’s responsibility
o and how privacy is an enabler of nd quality service delivery. Privacy culture is
CE2.1 Creating a privacy culture Managed PIVACY: £ quality R 4 &Y
peradically assessed, possib patf'of a broader organisational culture survey.
‘ PV
Senior leadersh P Mdtn communicate the agency’s clearly defined privacy values and
Communicating privacy values 2 Ak 3
CE2.2 ; I aspirations in terms throughout the agency on a that is prop te to the
and aspirations 3
agency’s neéds.
Priv ness clearly communicates the agency's values, expectations and behaviours to staff
CE2.3 Developing privacy awareness  |Managed gfand c tors, and promotes the use of Privacy by Design.
CE2 1 Privacy culture 1s surveyed on an an stiand resuits are shared and discussed with leadership Leadership delivers positive
messaging around privacy responsibil s luding & webinar vith the Privacy Commissioner hosted by cur CE which was attended by well
over 1000 of our staff
CE2 2 The Privacy Progiamme 15 governedQnd supported by senior leadarship via the Organisational Capabihity and Assurance Committee, and
delivers a schedule of privacy ngactivities including both general MBIE-wide training, and bespoke engagement taitored and targeted for
speafic areas and functions rgonization
CE2 3 MBIE's privacy me nd training clearly communicates how privacy relates ta our organisational vatues and behaviours All new of
sigrmticantly updated t st s Or processes are required to undergo a Privacy Assessment to help identify potential privacy risks and
a¥oE waslisinm. cm tle b S lan o 18t B o S iV AL e VRN R T P T e T ] T
CE3 10 Build and mai rivacy capability so that people have the knowledge and skills they need to contribute to good privacy| Managed
practice.
\ N At their induction, and then on a regular basis, staff and contractors receive privacy traing on the
¥ agency’s privacy values, policies, practices and risks that is relevant to their roles and supports them
C ducting privacy training Managed pancy s ¥ pol P! ; P
to be effective and trusted custodians of personal information.
1
P
g Privacy training needs are monitored and training content Is reassessed to ensure that it remalns fit
|Monitoring and updating pnvacy
CE32 Managed |for purpose
training
E Staff and contractors know how to access appropriate advice that they should understand before
/ L . they are given access to certain classes of personal information (for example, health information)
Providing additional privacy e g . :
CE33 training Managed |that may fall under a Privacy Code and/or may require additional privacy knowledge to manage
b
properly,
AAAAA (T = = = —
CE3 | All MBIE people receive mandatory privacy training as part of their induction pathway, and the Privacy Team carnes out arange of both
4 general and targeted training and engagement as part of our annual werk plan
CE3 2 Targeted and general pnvacy training needs are iInformed by MBIE's Privacy Team's privacy event management process, which notes
trends in breach root causes and defivers reminders, general messaging and bespoke training as appropriste Training needs are also based on
relevant and topical developments, such 3s updated legislation and/or guidance from the OPC or GCPO, or privacy considerations related to
the need for staff to work from home Static privacy training (such as e learning modules and guidance maternal on our intranet) is monitored
for accurancy and updated asrequired
CE3 3: While there is no organisation-wide mechanism 1o restrict accass to certain classes of personal information until staff and contractors
heimonmnlatad teninnmrnacibionrnstbhaot clave birnatinm sl evndl and cnpbercwmve mvisot rnonelobe cmwmclabmei i brrrmabincd rasieiborbomimimm hakara

28/06/2021 10:59 am
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Privacy Maturity Assessment Framework

Core Expectations

CE4

10

Establish a sense of collective accountability in which managers and staff understand their duty to ensure that personal
information is collected and used appropriately.

Functional areas that collect or make use of people's p 1 inf (for ple,
CE4.1 Pl ing privacy practices (Managed |proc , service design, contracting and funding, analysis and research, etc) include recognised
good practice advice {for example, DPUP) in their core processes,

Orga | value frar rks, such as missi , draw a direct line between delivering

Linking privacy to organisational quality service and ising a coll focus on respectful and transp P in the use of
Managed

values personal information,

CE4.2

Letters of employ and job di ptions refi privacy obligations and responsibilit/es t

O

MBIE s Privacy Pohicy specifically apphie s not only to specific funct:onal areas but to "all staff, secondees and contractors, e engaged
on any basis by the Ministry of Business, Inncvation & Employment (the Ninistry). whether they are casuai, temporary anént, whether
rull ime or part me and whetherthey are located in New 2ealand or in any other country " MBIE's Privacy Policy infgrms op 1onal privacy
processes and practice

CE42 AsperCEL I, MBIE draws a direct line between privacy and our organisational values and behaviours Ina
organisational strategy's capability pricrnities 13 to be empowered by data, with a collective focus of being pegole
desired outcome of ensuring participation 15 inclusive and faie

CEA 2 Aiveinn Samathinatiba  VAikila AABIE naritian dasavimtinne dn nnb cns e sl rafart s Do ammy

CE4.3 Including privacy in employ A I p and retain public trust in the collection and use of personal information,
CEA 1 MBIE recognises that some of the most sensitive personal inforrmation st collects, stores and uses befongs toits staff Fagt reazon
lo
n

offone of our
to achieve our

Lealls rabar b

Managed

CES

10

Be a capable Treaty partner by supporting the Crown to fulfil its stewardship responm strengthen Crown’s

relationships with Maori. Y.

-

at involves the collection, use or sharing of

Identifying Mior! privacy sasic When designing or updating a servic
lop their own practices to identify M3ori interests.

interests personal information, individual r\\s

CES.1

‘When Miori privacy | sts n identified a partnership app h is used and provides for
CES.2 Partnering with Miori g personal inf on t eted with reference to Mior! priorities, values and worldviews.

N

general

CES 1 When designing or updating a service or process Maogprivcy interests are identified on a case-by-case basis depending on the
function of the area of MBIE carrying out the work in gffe sNgn

CES 2 Partnening with Maoriis speiled out as one h cuSes of our organisational strategy, and work on strengthening our maturity in
thisMBIE has a dedicated unit - Te bupenga, whi Maorn Economic Development Unit, and which sits within the Strateglc Policy &
Programmes group of MBIE The Privacy Team with Te Kupenga 3s appropriate on a case-by casze basis

itis unclear from these criteria what Maor privacy tntersts ar\r@c speafically, so we have found it difficuit 1o answer this section In

V3

Basic

@ Core Expectations Level

Managed

QO
&

v
&

28/06/2021 10:59 am
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Privacy Maturity Assessment Framework

Leadership

Leadership
Element  Weighting Criteria  Criteria Description Criteria  Level Oescripticn Overall Level
Lavel
L1 10 . Managed
Effective oversight for privacy practice through effective governance.
The privacy officer has regular updates and discussions with senior leadership/executive team,
eport iture and values, privacy stra
11 Piivacy s ing Managed governance board and/or committees on the agency’s privacy culture and values, privacy tegy
and programme, and privacy issues and risks.
Functional oversight for privacy and its work prog is grated into the risk
t1.2 Privacy and risk 11 danaged (1 structure and includ '] pl
b
L1 1. MBIE s Chief Prvacy Officer function sits at Trer 3, ts part of our senior leadership (tier 2 and 3} Organisational Capabrhity and Assurance
commitiee. which recaives a quarterly Privacy Report as well as any privacy related decision papers Inaddition a monthly prizacy reportis
send to s wide range of tier 2. 3 and 4 managers across the organisation
t12 Privacy risk management is fully integrated into MBIE's overali rish management framework Quarterly compliance reports are submit N
quarterly In addition the Privacy Team regualily engages with MBIE s orgaisational Risk function to align privacy risks with enterprize n \
considerations and activities
L2 10 Delivery of objectives through management structure, roles and responsibilities, and the capacity to ac| w Managed
objectives.
Formal line management and governance includes responsibility ntability for
2.1 Responsibility and Manaied implementation of the privacy strategy and work program bilities are suitably
: accountability * distnbuted throughout the agency to ensure their imple: ta) include the application of
Privacy by Design principles.
Resourcing for privacy staff and activities is oonu'd& strategic level within the agency and Is
12.2 Resourcing M d with the agency’s privacy Kﬁle;d phivacy work programme
Privacy officer/team oversees ri prog central ight of privacy
{Initiatives and activities on a: & basis, communicates regularly with other related
2.3 Oversight and visibil Managed  |f (for le, infgrmatio agement, security, risk management} and has clear
lalignment {(where appll\ with their work programmes.
L1 1 MBIE's privacy roles and responstihties for fronthine managem, laraluvlv set out 1n our Privacy Policy
LI 2 MBIE s Privacy Team 15 centrally resourced and resourcing n s ar onitored and updated s required
L2 3 MBIE's Privacy Team has an annual programme or work that ves oversight and approval at aseniorlevel The Privacy Team proactively
identifies and engages with relevant internal stakeholdars r ut related functions such as our Integrity Risk. and information Secunty
teams, on a regularbazis
I V4
3 10 Managed
Confidence in organisational prog through appropriate monitoring and assurance practices.
A
The agency adopts and implements the first of the three lines of defence:
First line Business processes are designed to mitigate residual privacy risk to within the agency’s nisk
|tolerance
3.1 Privacy a N Managed  [Second line: Pnvacy and risk activities are integrated with the wider system of internal controls as
part of the agency’s assurance framework.
Third line: internal audits or other equivalent independent assurance pi I and imp
.~ \ the agency’s privacy risk management, control and governance processes
MBIE carrs dﬂcttlcued activities 1n ling with the “"three iines of defenca” risk managament framework, and our Privacy and Rizk team:
work togethe: to align privacy nishs with other enterprise rish factors We bave recently closed a Privacy Programme workitream
dtabuilding privacy nsk into enterprise risk. and we have created a kibrary of privacy controls individual MBIE branches can select from
< ' m their overall risk profite. which will allow them to mitigate these ajks according to their indeidual butiness needs
?w
S '< » Leadership Level| Managed

28/06/2021 10:59 am
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[!N CONFIDENCE) Privacy Maturity Assessment Framework Planning, Policies & Practicé

Planning, Policies and Practice

Element Weighting Criteria  Criteria Description CGriteria Level Description Overall Level
Lavel
| S Managed
Strategy and planning: formulate a privacy approach, a strategy for achieving it, and a roadmap to bring it to life.
|Privacy planning includes all areas of the agency, prehensively add the collection, use, &\
PPP1.1 Planning Managed  |storage and security of personal information, and is flexible to accommodate changes in the wider
business environment or the result of assurance activity,
Privacy planning d {for le, strategy, roadmap and work prog: ) are easy to
understand, icated to those with rel ponsibilities, and reviewed regularly to ensure
PPP1.2 Planning d M d [that they remain relevant and aligned with the agency’s organisationa! and system context (nat :
scale and risk).
U i
Progress towards privacy strategy, road! and work 1s tracked and Nulaﬂv
PPPL.3 i Managed S
feponing w to senior leadership and relevant governance bodies.
( PPPL 1 MBIE's Privacy Programme comprehenzivaly addiesses the full personalinformation lifecyice and assesses pr Y acTo)'; the
| varous functions to ensure privacy 1z included tn planning across the agency We have a comprehensive Privacy Theesh Privacy Impact
i} Assessment piocess that allows MIBE to build privacy by design into new projects
j PPP1 2, MBIE has a dedicated Privacy Programme with extensive Programme planning and reporting decume, s planning and
! documentation i3 In ine with our organizational stragety and associated poliaes
PPP1 3 The Privacy Programme reports regularly to all refevant internal stakeholdars including senior and privacy and assurance
governance group: This includes reporting of staft and contractor completion of mandatory privacy te onthly and quarterly breakdowns
of reported privacy breaches, near misses and complaints and progress of the annual Privacy WorkPro
S
N
PPP2 10 . Managed
Competent practice: have policies to equip managers and staff to play tMIr\ ieving the core expectations.
Privacy policies are easy to understand, m) dand ble throughout the agency,
nd ri r rh n; remain r nt and align: i agency’s needs -
PPP2.1 Policies ged adww egularly to ensu emain relevant and aligned with the agency’s ne
g for nature, sci
v
The agency's pragurement contracts include standard terms and conditions relating to privacy, and
PPP2.2 Contracts Managed  |privacy :l& advice on personal information and external suppliers
PPP2 1 MBIE's Privacy Policy was last updated tn 2020, rly cBmmunicated and easy tofind Itis updated at minimum every three years
and s reviewed annually to ensure any factors su eWlegisiation are includad 1t s transiated into teaiming modules. guwdance on our
intranet and through our targeted and general pr 2hce, training and communications, to actively diszeminata the Policy as widely as
possible
PPP2 2 MBIE has specifically focused on thnew Privicy Act's requirements arcund off-shoning personal information as an opportumity to
ensure our contracts with third parties | standard terms and conditions around the appropriate coliection. use. storage sharing and
dispozal of personaily identifiable infdgm
« Planning, Policies and Practice Level|  Managed

v
&

QO
&
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[N CONFIDENCE]

Privacy Domains

Element  Weighting

PD1

10

Privacy Maturity Assessment Framework

Crteria  Crtena Description Cruterra  Level Description

cvel

Require a clear understanding of the purpose and necessity of collection, use and sharing of personal information.

The sgency has appropriately grated the Data Protection and Use Policy's ‘Purpose Matters’
PD11 Defining the purpose Managed  [guideline to accurately define purposes for collection, use, or sharing of personal information for
projects and business processes.

When purposes have been suitably well-defined, add | processes are explicitly applied to
identify when and how choices may be offered or accommodated, in hine with both the Data

PD1.2 Identifying choi Managed
ifving cholces ¢ Protection and Use Policy’s 'Purpose Matters' and ‘Transparency and Choice’ guidelines.

Privacy Domains

Overall Level

Managed

When creating or updating a service or process, consideration s given to eliminating or reducing the
need for personal information by ensuring that its callection, use and sharing are needed to \
PD1.3 Reducing personal information [M d lish the stated Existing practice is not used as 3 justification for continued
collection and use

by the Privacy Threshoid and Impact Assesimet process that s clearly defined and promoted throughout the agency The »s
always includes considerations around data mintmisation, transparency. and opt in wherever possibiz or practicable ra
dataiubjects

J/ |

A
¢

PD2

10

.
Ensure the use and storage of personal information protects against inappropriate acc \,<|d madification, whilst also
ensuring effective and efficient support for its intended use. N

Managed

hd
IPrivacy, ICT, information management Wwoﬂslble teams work together to incorporate
inciplagwl

PD2.1 |iImplementing Privacy by Design |Managed  |Privacy by Design methodology and building and updating processes, products and
services.

\J
When building and updating proc },producu and services, privacy and ICT staff work together to
Implementing privacy Managed incorporate the prmc& ring objectives of predictability, bility and dissociability by
tegies

PD2.2
|engineering using privacy desi ra or example, minimise, hide, separate, aggregate, inform, control,

enforce and de} e)

The Prvacy Team actively engages with MBIE s data security fun n a‘gular basiz to ensure there s agreement and alignement batwesn
requirement; around the coliection storage uim disclosure disposal of personally identifiable information This is principally achieved
through the privacy assessment process, as well as reguiar dMeotings to discuss privacy engineenngconsiderations and the

intersection between the two functions
-\\X

PD3

‘ > PD3 | Each MBIE function clearly communicates how to request access and correction of their information via their dedicated website privacy

v v
Make it easy for people to access and réquest correction to their information.

Basic

| hy k L.
PD3.1 Having  proces Managed Customers and clients can easily find and understand the process to make an access reques

N

N4

PD3.2 N apracets Basic The agency has an access request process The requesters and the agency have little visibility of

whether the access req P are g the legish requir

Information management and ICT system reviews explicitly include consideration of easy access and
yp03. Reviewing the process Managed collation of personal information 1o enable timely responses to access requests.

statement

PD3I 2 Giventhe size and diversity of MBIE s various functions there 15 no centralised approach to requasts for access or corrections of personal
information Instead requests of this kind are handled on an operational level by the team or busienss function hendling the substantive
engagement with the raquestor This approach 1s reassessed on a regular basis and we instead have 3 function by function approach that
ensures there 1s visibity of these raquests in specific areas such as immigration New Zealand {(1MNZ). where there 13 a dedicated team that
monitors responds to and reports on these requests according to the INZ function

PD3 3 This decentralised approach is regularly reassessed to ensure it 13 still appropnate in terms ot volume and location of requests and

. a-abr me cat aadeaeass

28/06/2021 10:59 am

Understand and assess privacy risks and manage commensurately.

Managed

Privacy risks are assessed based on an understanding and knowledge of personal information
PD4 2 Knowing the agency’s risks A ged  [holdings, f ing on collection, uses, sharing activities, and storage.
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{IN CONFIDENCE] Privacy Maturity Assessment Framework Privacy Domair’s

Privacy Domains

Element Weighting Criteria  Criteria Description Criteria  Level Description Overall Level
Level

| Agency privacy risk assessments, which provide a snapshot of an agency’s current privacy risks and

PD4.2 | Ninnagiog agency’s risks Managed | hoint wilir:::a;c thnrv: ;::nfrg:r'\mnon, are part of the agency's overall risk assessment, and are
4
|Project risk assessments are done to assess the privacy risk of new or updated processes, products or;
PD4.3 |Managing project risks ¢ {services with the support of and oversight by the privacy team. They cover the whole information

[life cycle and have clear lines of ownership and accountability

PD4 L Prnvacy risks are act monitored and assessed by the Privacy Team based on analsic of reported privacy events, our privacy
ssessment process and the embedding programme's proactive activities

PD4 2 MBIE's privacy rish assessments are carried out as 3 matter of course. as stipulated in tha requiremants of our Privacy Policy Othfer
privacy-realted risk assessment and assurance has been mentioned 1n previous rezponses

PDA 3 Privacy assessments are carried out in line with MBIE's Privacy Policy, stepping through the full information litecycle tromg| et SRS

disposal, and e ach ara trisged by the Privacy Team with clear expectations of project signoff

PDS 10 Managed
Reduce the impact of privacy breaches and incidents through good privacy practices.
The ueﬂcy has a privacy incident register that is used by staffand/or privacy team, a tested privacy
Ha ivacy ing n
PDS.1 ‘:Is’::r. privacy incident Managed i plan {including partners and thizd parties) that is integrated into its business
e ity p. 8, and a process for learning ffom privacyincidents and breaches.
- . The agency coliects only personal infogmatign that'is ciearly inked to the desired outcome and
{Minimising the collection of E . : ¥
PDS.2 2 Managed  |investigates alternative ways to accomplish the desired outcome that eliminates or reduces the need
personal information 3
for personal information.
The agency has, maintains and promotes informatron policy and practices that include the retention
and destruction of persanalinformation and the destruction of personal information is authorised
PDS.3 tai | tnf Ma d
Besslmig persontfiriormation nage by the Governmeht Chief Acchwist

PDS 1 MBIE has 3 comprehensive and well-promoted privacyventRggistar that capures all privacy complaints, breaches and near-misses
Information on how to rdentify and report privacy events syeiffiocuthentad and circulated and is inculded in all relevant privacy training and
engagement throughout the organisat:on The Privacy [fam trRges and proactively supplies guidance and support to appropriately contain,
manage and escalate all privacy events Information abuaffoot c¥uses of privacy events i1z collated, reported and used to inform messaging
and engagement to ensure trends are identfiesd agd™Bgsofg learnad from privacy events can be incorporatad into future prisacy related

procasses and procedures

PDS5 2 MBIE's Privacy Threshold and Privacy Impa®)Assefsment process clearly dafines purpos= of collection of parsonal information, and this
15 arequirement of all new or "k' ificantiygpdated projects that involve the collection o’ perxowall, identifiable information
AOE 3 aanirtas e itoast daf oo Naoncale Pt P e emeal ek ba tbad i ok e Bl S PO S Y VR TS JA Oty O SO NV TP
10 Enable personal information use, reuse‘and sharing to support a unified public service that provides the public with Managed
effective services,

information management and privacy policies include enabling advice on how to appropriate’y use
and share personal information when individuals can be identified. These policies also refer to
PD6.1 Having poli¢ies Managed  |relevant | sources {fer ple, inft ion to support tamariki wellbeing, information
shanng under Family Violence Act 2018).

Privacy policies and other relevant policies incorporate advice for the appropriate reuse and sharing
of non-personal information of Interest to communities that doesn’t identify individuals {for
IManaged  |example, data and data sets, 15, qualitative or q informatlon, statistics, research,
reports or studies) from.

(Understanding communities
intgrest

PD6 P62

POSN MEIE has a comprehensive Privacy Policy, and a suite of information sharing agreemeants that support the approprate use and disclosure
of pafisonal information. incorparating the considerations of a number of related praces of legislation that interact with our responsibilitias and

fOW€hional requirements
PD6 2 All collaction and use of personally identifiable information falis under MBIE s overarching Pavacy Policy If thatintormation 1< then

published or shared in an aggregated or non-identihable way this will inform the overall risk profile of each individual project Qur privacy
3ssessrment process akes into account the non idenufiable use or disclosure of perzonal information, queries the possibilitly of re

wentification. and 15 designed to ensure the protection of parsonal information used in this way

Privacy Domains Level| Managed
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" [IN CONFIDENCE]
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Section

Core Expectations

Privacy Maturity Assessment Framework

Summary

Leadership

Planning, Policies &

Privacy Domains

Criteria Criteria Description Criteria Overall
Level Level
Having a people-centred privacy programme Managed |Managed
Connecting with service users Managed
Being transparent Managed
Creating a privacy culture Managed | Managed
¢':
Communicating privacy values and aspirations Managed -:‘-.\'.
Developing privacy awareness Managed ‘:, h";\‘
&_" \E.
Conducting privacy training Managed:« hla‘haged
Monitoring and updating privacy training Mapaged, |
Providing additional privacy training Managed
Implementing privacy practices Managed |Managed
Linking privacy to organisational values Managed
Including privacy in employment Managed
Identifying Maori privacy interests, Basic Basic
Partnering with Maori Managed
Privacy reporting= Managed | Managed
Privacy and risk' management Managed
Respons_ibility and accountability Managed |Managed
Resourcing Managed
QOversight and visibility Managed
Privacy and assurance Managed [Managed
RPP1.1 Planning Managed |Managed
PPP1.2 Planning documents Managed
PPP1.3 Reporting Managed
PPP2.1 Policies Managed |Managed
PPP2.2 Contracts Managed
PD1.1 Defining the purpose Managed [Managed
PD1.2 ldentifying choices Managed
PD1.3 Reducing personal information Managed

PD2.1

|Imp|ementing Privacy by Design

Managed ]Managed

28/06/2021 10:59 am
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[IN CONFIDENCE]

Section

28/06/2021 10:59 am

Privacy Maturity Assessment Framework Summar\;
Criteria Criteria Description Criteria Overall
Level Level

Implementing privacy engineering Managed

Having a process Managed |Basic

Monitoring the process Basic

Reviewing the process Managed

Knowing the agency's risks Managed {Managed

Managing agency's risks Managed

Managing project risks Managed

Having a privacy incident register Managed |Managed

Minimising the collection of personal information |Managed

Retaining personal information Managed

Having policies Managed |Managed

Understanding communiti€s-interest Managed

Page 12 of 12
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APPENDIX Il

2020-21 PMAF BETA TEST - MBIE Responses

(As Word document, due to the EXCEL format sizing limitations in the PMAF tool)

Core Expectations
CE1 CE1.1: Given MBIE's wide and diverse functions, many of which are regulatory, it is not always

appropriate to integrate the Data Protection and Use Policy's principles into all our practices
relating to the handling of personal information. Instead, MBIE has a specific collective focus of
being people-centred in our organisational strategy {Te Ara Amiorangi). In addition, we have
ensured our organisational values are built into our overall Privacy Policy, specifically"Hikina
Whakatutuki: Grow New Zealand for All: Ensuring appropriate care, respect, and controls are
considered when handling the personal information in our care is key to MBIE's,overall objective to
Grow New Zealand for All. Pae Kahurangi: We protect what’s precious, our taagngas Respectful
handling of the personal information in our care is key to demonstrating MBIE"s value of retaining
and building trust and confidence to enable us to build our future.

Maia: We explore new ideas: Assessing risks to individual privacy whendeveloping or adopting new
processes, systems and technologies will ensure our new initiatives'are respectful of people’s
rights, comply with relevant legislation, and have the right ptotections in place to minimise the risk
of something going wrong." Embedding our values and associated behaviours in our overarching
Privacy Policy emphasises the importance of people as.not ofly data subjects but as owners of
valuable information that must be handled with respect. This people-centred focus informs MBIE's

| privacy-related training and processes. In additign, MBIE's Privacy Programme includes a specific
| programme of work that targets parts of the-organisation that handles particularly sensitive

personal information, and works closely with'them to raise their privacy maturity (the Embedding
Privacy Programme). This programme také's a specifically people-centric approach, focusing on
driving behavioural change to ensurg the information in these areas is handled with care and
respect.

CE1.2: As above, many of MBIE's\fuhctions are regulatory, and in some cases collection and use of
personal information is required by law. This criteria will not always be applicable to agencies such
as MBIE that carry out reglilatory, investigative or enforcement activities.

CE1.3: MBIE has clear'collection/privacy statements that are easily accessible via our websites, as

 per the requirefmentsof Information Privacy Principle 3 of the Privacy Act 2020.

CE2

CE2.1: Privacy.culture is surveyed on an annual basis, and results are shared and discussed with
leadership-teadership delivers positive messaging around privacy responsibilities, including a
webinar with the Privacy Commissioner hosted by our CE which was attended by well over 1000 of
our staff.

CE2.2: The Privacy Programme is governed and supported by senior leadership via the
Organisational Capability and Assurance Committee, and delivers a schedule of privacy training
activities, including both general MBIE-wide training, and bespoke engagement tailored and
targeted for specific areas and functions within the organisation.

CE2.3: MBIE's privacy messaging and training clearly communicates how privacy relates to our
organisational values and behaviours. All new or significantly updated tools, systems or processes
are required to undergo a Privacy Assessment to help identify potential privacy risks and
mitigations so that these can be built in from the ground up in line with the principles of Privacy by
Design.

CE3

CE3.1: All MBIE people receive mandatory privacy training as part of their induction pathway, and

| the Privacy Team carries out a range of both general and targeted training and engagement as part




| MBIE Response

of our annual work plan.

CE3.2: Targeted and general privacy training needs are informed by MBIE's Privacy Team's privacy ~
event management process, which notes trends in breach root causes and delivers reminders,
general messaging and bespoke training as appropriate. Training needs are also based on relevant .
and topical developments, such as updated legislation and/or guidance from the OPC or GCPO, or
privacy considerations related to the need for staff to work from home. Static privacy training (such
as e-learning modules and guidance material on our intranet) is monitored for accuracy and
updated as required. Further, the library for performance and development plans contains
performance objectives manager/staff can select for positions/staff with specific privacy-training
needs.

CE3.3: While there is no organisation-wide mechanism to restrict access to certain elasses of
personal information until staff and contractors have completed training specificto that
classification, all staff and contractors must complete mandatory information'security training
before they have permission to access any information held by MBIE. JAtaddition, parts of the
organisation that have been identified as routinely handling highly sensitive personal information
are the subject of a dedicated programme of work to raise privacy. maturity in these areas (the
Embedding Privacy Programme).

Ce4

CE4.1: MBIE recognises that some of the most sensitive personal information it collects, stores and
uses belongs to its staff. For this reason, MBIE's Privacy Poliey specifically applies not only to
specific functional areas but to "all staff, secondees.and contractors, employed or engaged on any
basis by the Ministry of Business, Innovation & Employment (the Ministry), whether they are
casual, temporary or permanent, whether full time or part time and whether they are located in
New Zealand or in any other country.” MBIE!s*Rrivacy Policy informs operational privacy processes
and practice.

CE4.2: As per CE1.1, MBIE draws a-direct line between privacy and our organisational values and
behaviours. In addition, one of our organisational strategy's capability priorities is to be
empowered by data, with a€ollective focus of being people centred, to achieve our desired
outcome of ensuring participation is inclusive and fair.

CE4.3: While MBIE position descriptions do not specifically refer to Privacy, they specifically refer
to Organisational.commitment and public service as “Role models the standards of Integrity and
Conduct for théPublic Services Contributes to the development of, and helps promote and builds
commitment t6 MBIE’s vision, mission, values and services, by ... complying with all legislative
requirenients and good employer obligations. “ All new starters sign the MBIE Code of Conduct and
the Public:Services Commission (PSC) Code of conduct, and the ICT Use Policy before they start
their positions (with their letter of offer). Note: the MBIE Code of Conduct will be fully reviewed
once the PSC has completed their review of their Code of Conduct which is currently under way.

Ces

It is unclear from these criteria what Maori privacy interests are referred to specifically, so we have
found it difficult to answer this section. In general:

CES.1: When designing or updating a service or process, Maori privacy interests are identified on a
case-by-case basis depending on the function of the area of MBIE carrying out the work in
question.

CE5.2: Partnering with Maori is spelled out as one of the focuses of our organisational strategy, and
work on strengthening our maturity in this MBIE has a dedicated unit - Te Kupenga, which is our
Maori Economic Development Unit, and which sits within the Strategic Policy & Programmes group
of MBIE. The Privacy Team has engaged with Te Kupenga as appropriate on a case-by-case basis.
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MBIE Response

L1

L1.1: MBIE's Chief anacy Officer functlon sits at Tier 3. Our senior Ieadershup (tier 2 and 3)
Organisational Capability and Assurance Committee receives a quarterly Privacy Report as well as
any privacy related decision papers. In addition, a monthly privacy report is send to a wide range of

tier 2, 3 and 4 managers across the organisation. An enterprise privacy risk has recently been added |

to the SLT risk profile. V

L1.2: Privacy risk management is fully integrated into MBIE’s overall risk management framework. Quarterly
compliance reporting on the MBIE Privacy Policy is provided to the Enterprise Risk and Compliance br%
and relevant business groups. ‘Enterprise Risk and Compliance’ provide oversight of privacy risks r @ ed on
Business Group and Branch risk register to the Privacy team’. In addition, the Privacy Team r: erigages
with MBIE's organisational Risk function to align privacy risks with enterprise risk considerat&n

activities.

70)\

L2.1: MBIE's privacy roles and responsibilities for frontline management sta arly set out in
our Privacy Policy. (]

as required. An 18 months programme of work is currently under at embeds privacy advisors
for a period of time within high privacy risk branches. This wil them to help grow privacy

capability and culture. \

L2.3: MBIE's Privacy Team has an annual programme or that receives oversight and approval
at a senior level. The Privacy Team proactively iden |f?¢ engages with relevant internal
stakeholders who carry out related functions, s %Q r Integrity, Risk, and Information Security
teams, on a regular basis. UC)

L2.2: MBIE's Privacy Team is centrally resourced and resourcing negd @ onitored and updated

MBIE carries out dedicated activities in lj %h the "three lines of defence" risk management
framework, and our Privacy and Risk actively work together to align privacy risks with other
enterprise risk factors. We have rec ompleted work to include privacy risk into enterprise risk
management processes, and we‘have created a library of privacy controls individual MBIE branches
can select from to inform the I risk profile, which will allow them to mitigate these risks
according to their individ usiness needs. The Privacy Programme contains two workstreams
dedicated to building capahility around assurance, which are ongoing.

Planning,

<
W2

Policies and

BIE's Privacy Programme comprehensively addresses the full personal information

ning across the agency. We have a comprehensive Privacy Threshold and Privacy Impact
| Assessment process that allows MBIE to build privacy by design into new projects.

<gyc e, and assesses privacy risk across the various functions to ensure privacy is included in

PPP1.2: MBIE has a dedicated Privacy Programme with extensive Programme planning and
reporting documentation. This planning and documentation is in line with our organisational
strategy and associated policies.

PPP1.3: The Privacy Programme reports regularly to all relevant internal stakeholders, including
senior leadership and privacy and assurance governance groups. This includes reporting of staff
and contractor completion of mandatory privacy training, monthly and quarterly breakdowns of
reported privacy breaches, near misses and complaints, and progress of the annual Privacy Work
Programme.

PPP2

PPP2.1: MBIE's Privacy Policy was last updated in 2020, is clearly communicated and easy to find. It




is updated at minimum every three years, and is reviewed annually to ensure any factors such as
new legislation are included. It is translated into training modules, guidance on our intranet and
through our targeted and general privacy guidance, training and communications, to actively
disseminate the Policy as widely as possible.

PPP2.2: MBIE has specifically focused on the new Privacy Act's requirements around off-shoring
personal information as an opportunity to ensure our contracts with third parties include standard
terms and conditions around the appropriate collection, use, storage, sharing and disposal of

personally identifiable information.

Privacy Domains
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The requirement to specifically incorporate the DPUP here is again limiting'to MBIE's response to
the beta test of the self-assessment. MBIE clearly defines the purpese for collection, use and
sharing of personally identifiable information in its Privacy Policy, and assurance is achieved by the
Privacy Threshold and Impact Assessment process that is clearlydefined and promoted throughout
the agency. The assessment process always includes considerations around data minimisation,
transparency, and opt-in wherever possible or practicablejrather than opt-out, for data subjects.

PD2

The Privacy Team actively engages with MBIE's data.sécurity function on a regular basis to ensure
there is agreement and alignment between reqlirements around the collection, storage, use,
disclosure and disposal of personally identifiablesinformation. This is principally achieved through
the privacy assessment process, as well as regular scheduled meetings to discuss privacy
engineering considerations and the iptersection between the two functions.

PD3

PD3.1: Each MBIE function clearly communicates how to request access and correction of their
information via their dedicated website privacy statement.

PD3.2: Given the size and diversity of MBIE's various functions, there is no centralised approach to
requests for access or,corfections of personal information. Instead, requests of this kind are
handled at an operational level by the team or business function handling the substantive
engagement with the requestor. This approach is reassessed on a regular basis, and we have a
function-by-function approach that ensures there is visibility of these requests in specific areas,
such as Immigration New Zealand (INZ), where there is a dedicated team that monitors, responds
to, and feports on these requests according to the INZ function.

PD3.3; This decentralised approach is regularly reassessed to ensure it is still appropriate in terms
of volume and location of requests, and overall privacy risk and appetite.

PD4

PD4.1: Privacy risks are actively monitored and assessed by the Privacy Team based on analysis of
reported privacy events, our privacy assessment process, and the embedding programme's
proactive activities. Business groups and branches are required to capture an enterprise privacy
risk in their risk registers which is reviewed on a quarterly basis. This provides the Privacy Team
and Enterprise Risk and Compliance oversight of the management of privacy risks across MBIE. The
Privacy Programme contains two workstreams dedicated to building capability around assurance,
which are ongoing.

PD4.2: MBIE's privacy risk assessments are carried out as a matter of course, as stipulated in the
requirements of our Privacy Policy. Other privacy-related risk assessment and assurance has been
mentioned in previous responses.

PDA.3: Privacy assessments are carried out in line with MBIE's Privacy Policy, stepping through the
full information lifecycle from collection to disposal, and each are triaged by the Privacy Team, with




PD5.1: MBIE has a comprehensive and well-promoted privacy event register that captures all
reported privacy complaints, breaches and near-misses. Information on how to identify and report
privacy events is well documented and circulated, and is included in all relevant privacy training
and engagement throughout the organisation. The Privacy Team triages and proactively supplies
guidance and support to appropriately contain, manage and escalate all privacy events.
Information about root causes of privacy events is collated, reported, and used to inform Y~
messaging and engagement to ensure trends are identified and lessons learned from privaq%
events can be incorporated into future privacy-related processes and procedures.

PD5.2: MBIE's Privacy Threshold and Privacy Impact Assessment process clearly definés
purpose of collection of personal information, and this is a requirement of all new or significantly
updated projects that involve the collection of personally identifiable informati :?“

PD5.3: MBIE has a clearly defined Retention and Disposal schedule that is ed whenever
applicable in all relevant Privacy Threshold or Privacy Impact Assessmen rivacy Team
regularly engages with MBIE's Information Management function, a rivacy Team includes
two secondees who each have an extensive background in data ent.

S

PD6

PD6.1: MBIE has a comprehensive Privacy Policy, and a suit mation sharing agreements
that support the appropriate use and disclosure of personam mation, incorporating the
considerations of a number of related pieces of legislation that interact with our responsibilities
and functional requirements.

PD6.2: All collection and use of personally iden laXinformation falls under MBIE's overarching
Privacy Policy. If that information is then p lb\ r shared in an aggregated or non-identifiable
way, this will inform the overali risk profi Qeach individual project. Our privacy assessment
process takes into account the non-id ﬁab e use or disclosure of personal information, queries
the possibility of re-identification, a signed to ensure the protection of personal information

used in this way.






