Document 1

Excerpts from Status Reports to the Minister of Internal Affairs 8
October 2019 to 26 May 2021

8 October 2019

Countering Violent Extremism (CVE) Online

The CVE Cabinet paper was considered by the Cabinet Social Wellbeing Committee (SWC) on 25
September 2019. Cabinet confirmed the paper on 30 September 2019. The Prime Minister andyiow will
be making announcements about CVE engagement in mid-October 2019, ahead of round takle mgetings
with stakeholder groups. Officials will provide a further briefing to your office with advice abgdut
convening a ministerial group to coordinate the Whole-of-Government response to CVE=

15 October 2019

Countering Violent Extremism (CVE) Online

The CVE Cabinet paper was considered by the Cabinet Social Wellbeing Caimnmittee (SWC) on 25
September 2019. Cabinet confirmed the paper on 30 September 2019¢ The Prime Minister and you
announced the funding and next steps for this project on 14 Octobef2019. Next week we will begin
targeted consultation with industry, and civil society, with a particularfocus on ethnic communities.
Officials will provide a further briefing to your office with adyice about convening a ministerial group to
coordinate the Whole-of-Government response to CVE.

22 October 2019

Countering Violent Extremism (CVE) Onling

The targeted engagement on Countering Vielént Extremism will take place from 23 October to 4
November 2019. Registrations have openéd and at this stage the sessions are attracting substantial and
diverse attendance. We can provide you withi further updates once the sessions have begun. Officials
will provide a further briefing to your'effice about convening a ministerial group to coordinate the
Whole-of-Government response to,CVIE.

29 October 2019

Countering Violent Extramism (CVE) Online

The targeted engagemert'on Countering Violent Extremism has begun and will run to 4 November 2019.
At this stage the,seéssions are attracting substantial and diverse attendance. Initial feedback from the
sessions corffirms‘efficials’ assessment of harms resulting from exposure to CVE material, and general
support for thepproposals, subject to these groups seeing further detail on the final design. There has
been somg initial push back against the current timeframes. Officials’ are looking to manage this and will
provideyou with advice and seek your direction on how to address this. Officials have recently provided
a briefing to your office about convening a ministerial group to coordinate the Whole-of-Government
response to CVE. The briefing included letters for you to sign and send, to ensure support and approval
for early drafting of a CVE amendment Bill progressing legislative amendments to the Classification Act.



5 November 2019

Countering Violent Extremism (CVE) Online — update on consultation

Recent activities

Targeted engagement on CVE is continuing. Initial feedback confirms officials’ assessment of harms
resulting from exposure to CVE material, and general support for the proposals, subject to further
engagement on the final design. There has been some push back against the current timeframe.

You recently approved a four-day extension of engagement timeframes, and a plan to supply an
exposure draft Bill to certain stakeholder groups over the Christmas break.

On 23 October 2019, officials briefed your office about convening a ministerial group to coordinate\the
whole-of-government response to CVE. The briefing included letters for you to sign and senghto‘ensure
support and approval for early drafting of a CVE Amendment Bill to progress legislative amen@dments to
the Films, Videos and Publications Classification Act 1993.

We understand that the Green Party and Rt Hon Winston Peters have indicated theirsupport for early
drafting of the amendment Bill.

Next steps

We will send you a draft Cabinet paper with the detailed policy proposals afid assummary of the
consultation feedback by 15 November 2019.

We will send you a proposed agenda and supporting papers for the Ministerial Group once a date is
confirmed for the first meeting.

12 November 2019

Countering Violent Extremism (CVE) online

Targeted engagement on legislative fixes to strengthrermotir regulatory system to address violent
extremist content online concluded on 8 Noverfiber'20719.

Many stakeholders supported the policy intent\and proposals, contingent on the proposals adhering to
three key principles:

e government censorship should be trafisparent and open to public scrutiny;

e clear, inflexible definitions of.widaf is censored; and

e material should only be censeréed if it can be demonstrated that it causes harm.

A recurring message was thattmoré&’needs to be done to proactively address the drivers of violent
extremist behaviour and pr@vide protection for targeted groups.

To accommodate requests fef additional detail on the proposals, you approved a four-day extension of
engagement timeframes:

On 23 October 2019 officials briefed your office on the process for securing support and approval for
early drafting of SNCVE Amendment Bill to progress legislative amendments to the Films, Videos and
Publications Classification Act 1993. The Attorney-General has approved early drafting of the Bill. We
will provide dfafting instructions to the PCO this week.

You afesm€eting the Chief Censor on 21 November 2019 to discuss the likely next steps on CVE work
following recent engagement with internet service providers. We will provide your office with a briefing
aftead of your meeting

Countering Violent Extremism (CVE) online work progress — verbal update
Recent activities
e  Officials concluded targeted engagement through workshops across Hamilton, Christchurch,

Auckland and Wellington.
o A briefing and draft Cabinet paper will be provided to your office 15 November 2019.



e The Attorney-General has approved early drafting of a Bill to enact proposed amendments.

Next steps

e We will update you on progress and next steps to deliver enactment of proposals to counter violent
extremist content online.

We will also discuss the proposed agenda for the upcoming Ministerial CVE meeting on 2 December
2019 (5 -5:30 pm). You will chair this meeting.

19 November 2019

Countering Violent Extremism (CVE) online

On 23 October 2019, officials briefed your office on the process for securing support and approval for
early drafting of a CVE Amendment Bill to progress legislative amendments to the Filmsg\/ideos and
Publications Classification Act 1993 (the Classification Act). The Attorney-General has-approved early
drafting of the Bill. We have provided drafting instructions to PCO this week.

We provided your office with a draft Cabinet paper setting out proposed changes%o the Classification
Act, for consultation with your ministerial colleagues.

You are meeting the Chief Censor on 21 November 2019 to discuss the liKely néxt steps on CVE work
following recent engagement with ISPs. We have provided your office With¥a briefing ahead of your
meeting.

Countering Violent Extremism (CVE) online — verbal ypdabe

Recent activities

e We are meeting with relevant industry groups, ineluding online content hosts and internet service
providers (ISPs) to identify and address specificlconcerns raised during the recent targeted
consultation.

o  We have met with Spark and 2Degrees”These ISPs are broadly comfortable with the process and
asked to continue to be involved. We 'qutlined the plan for an exposure draft, and this alleviated
most of their concerns around pagesand the level of details available to date.

o  We also met with Internet NZ assafimportant stakeholder in this work. They continue to have
concerns about the pace of thewwork and the filtering proposal.

Next steps

You will be verbally updatgdiornvthis work at this week’s officials’ meeting.

26 November 2019

Countering ViotgnthExtremism (CVE) online

On 23 Octoben2019, officials briefed your office on the process for securing support and approval for
early drafting«ef a CVE Amendment Bill to progress legislative amendments to the Films, Videos and
Publications’Classification Act 1993 (the Classification Act). The Attorney-General has approved early
drafting-6f the Bill. PCO has advised they will commence drafting this week.

We provided your office with a draft Cabinet paper setting out proposed changes to the Classification
Act, for consultation with your ministerial colleagues. Consultation closes on 2 December 2019.

We provided your office with a briefing ahead of the first Countering Violent Extremism Ministerial
group meeting, scheduled for 2 December 2019. The briefing included a proposed agenda, and
accompanying papers for your approval and distribution to ministerial colleagues prior to the meeting.



3 December 2019

Countering Violent Extremism (CVE) online
Recent activities

We are working with the Parliamentary Counsel Office on the exposure draft of a CVE Amendment
Bill for progressing legislative amendments to the Films, Videos and Publications Classification Act
1993 (the Classification Act).

We provided your office with a final CVE Cabinet paper for your approval, following Ministerial afnd
Departmental consultation on proposed changes to the Classification Act.

The Department has also developed a draft of the Domestic Online Crisis Response Processgf
conjunction with other Government Departments, NGOs and industry.

The process will be socialised with select group of industry and NGOs in New Zealand. W€ will
finalise the process in January 2020.

Next steps:

If you agree, we will lodge the Cabinet paper on 5 December 2019, for consideration by the Cabinet
Social Wellbeing Committee on 11 December 2019. Cabinet confirmation is eXpactéd on 16 December
20109.

10 December 2019

Countering Violent Extremism (CVE) online
Recent activities

We are working with the Parliamentary Counsel Officéxon the exposure draft of a CVE Amendment
Bill for progressing legislative amendments to the_Films, Videos and Publications Classification Act
1993

(the Classification Act).

The first CVE Ministerial Group meetingawas,oh 2 December 2019. It included a presentation from
Facebook and Google representativesion their work to date in the CVE area.

On 5 December 2019 a final CVE Cabinet’paper was lodged following ministerial and departmental
consultation on proposed changesdorthe Classification Act.

The Department developedsa finaltdraft of the Online Crisis Response Process in collaboration with
other Government Depargments, NGOs and industry. The final draft will be socialised with other
relevant agencies in Febsuary. The next step for the crisis response is to plan scenario testing
workshops.

Next steps:

The Cabinet SociahWellbeing Committee (SWC) will consider the CVE Cabinet paper on 11 December
2019. Cabinet confirmation is expected on 16 December 2019. We have provided your office with an
aide memoire‘and talking points to assist you at SWC.

24 Japegy 2020

counhtering Violent Extremism (CVE) online
Regent activities

We have worked with the Parliamentary Counsel Office on the exposure draft of a CVE Amendment
Bill for progressing legislative amendments to the Films, Videos and Publications Classification Act
1993 (the Classification Act). The exposure draft is now ready for consultation with targeted industry
stakeholders.

On 23 January 2020, we provided you with a briefing seeking approval to proactively release Cabinet
material related to the CVE workstream.



e The Preventing and Countering Violent Extremism online (PCVE) Programme has been established to
provide coordination across the work streams, with a strong focus on the establishment of the new
CVE team.

e The Department has also developed a draft of the Domestic Online Crisis Response Process in
conjunction with other Government Departments, non-government organisations (NGOs), and
industry. The process will be socialised with a select group of industry and NGOs in New Zealand.
We will finalise the process this month.

Next steps

We will provide you with an update on feedback from stakeholders and subsequent changes to the

Amendment Bill following targeted industry consultation.

4 February 2020

Countering Violent Extremism (CVE) online

The exposure draft of the CVE Amendment Bill to the Films, Videos and Publicatiéns,Classification Act
1993 (the Classification Act) has been sent out for consultation with targeted industry stakeholders, as
well as Government agencies and the Legislation Design and Advisory Committee.

On 30 January 2020, following your approval, Cabinet material related_tothe*CVE workstream was
uploaded on the Department’s website. The material attracted mediavinterest, including two Newsroom
articles.

The Preventing and Countering Violent Extremism online (PGVE) Programme has been established to
provide coordination across the work streams, with a strang fogus on the establishment of the new CVE
team.

Consultation on the exposure draft closes on 17 Februar{,2020. We will provide you with an update on
stakeholder feedback, any impact the feedback,wjll\haye on the CVE Amendment Bill, and the timing for
the introduction of the Bill.

11 February 2020

Countering Violent Extremism (CYE¥Opline

The exposure draft of the CVE Amméndment Bill to the Films, Videos and Publications Classification Act
1993

(the Classification Act) is wjth targeted industry stakeholders, as well as Government agencies and the
Legislation Design and AdviSofy Committee, for consideration. Feedback is due by

17 February 2020. To.date,*'we have received minor technical feedback from Spark, which spoke
positively about thé'proposed changes.

We have deyeloped)a final draft of the Online Crisis Response Process in collaboration with other
governmentrdepartments, NGOs, and industry. The final draft will be socialised with relevant agencies in
February2020¢The next step is to plan scenario testing workshops.

Work s’ continuing to establish the new CVE team as part of the broader Preventing and Countering
Violent.Extremism online (PCVE) Programme.

Gelintering Violent Extremism (CVE) verbal update
e We will provide you with a verbal update on the following areas of work:
0 industry feedback received so far on the exposure draft of the CVE Amendment Bill to the
Films, Videos and Publications Classification Act 1993;
0 timing options for progressing the CVE Amendment Bill; and



0 the proposed agenda and approach for the CVE Ministerial Meeting that you are chairing on
20 February 2020.
o We will seek to discuss this at the officials’ meeting on 13 February 2020.

18 February 2020

Countering Violent Extremism (CVE) online

Following decisions by Cabinet in December 2019, we are working with Parliamentary Counsel Office
(PCO) on an updated draft Films, Videos, and Publications Classification (Urgent Interim Classification of
Publications and Prevention of Online Harm) Amendment Bill for your consideration.

Please see page six of ‘Updates for Discussion,” for a summary of recent activities and next steps.

[Out of scope] & Classification Update

Recent activities

Countering Violent Extremism (CVE)

e On 17 February 2020, submissions closed on the exposure draft of the CVEAmendment Bill (CVE
Bill). We received nine written submissions from industry stakeholdeps:

e Following your approval at the 13 February 2020 officials” meetingsw&,amended timeframes for
passing the CVE Bill, to follow standard legislative timing withra Six3month select committee process.
The Bill is now expected to be enacted in early 2021.

Next Steps

CVE

o  We will provide you with an update on the CVE Bill €¥posure draft feedback on 20 February 2020.
You will receive the final draft Bill for approval on 27*February 2020, ahead of Ministerial and
Departmental consultation.

o We have developed a final draft of the Online\Crisis Response Process in collaboration with other
government departments, NGOs, andfindustry. We will discuss this with you at the CVE Protocols
Meeting on 24 February 2020.

25 February 2020

Countering Violent Extremigm (CVE) online

Following decisions by Cahifetin December 2019, we are working with Parliamentary Counsel Office
(PCO) on an updated draft Films, Videos, and Publications Classification (Urgent Interim Classification of
Publications and Preention of Online Harm) Amendment Bill for your consideration.

On 17 February 2020%submissions closed on the exposure draft of the CVE Amendment Bill (CVE Bill).
We receivedheleven/written submissions from industry and agency stakeholders. Stakeholders were
generally supportive of changes, but sought greater clarity on how the filtering system would operate.
Submitters’also provided suggestions on operational changes.

You willreCeive the final draft Bill for approval by 27 February 2020, ahead of ministerial and
depahtmiental consultation. Timeframes for passing the CVE Bill were amended, to follow standard
legistative timing with a six-month select committee process. The CVE Bill is now expected to be enacted
iMearly 2021.



10 March 2020

Countering Violent Extremism (CVE) online

Following decisions by Cabinet in December 2019, we are working with Parliamentary Counsel Office
(PCO) on an updated draft Films, Videos, and Publications Classification (Urgent Interim Classification of
Publications and Prevention of Online Harm) Amendment Bill (the Bill) for your consideration.

Following your approval of a draft LEG Cabinet paper and draft Bill, we are now conducting
departmental consultation, which closes on 13 March 2020. We understand that your office is
conducting ministerial consultation on the same timeframe.

We will provide you with a finalised Cabinet paper and Bill for your approval, ahead of lodging om2NApril
2020 for LEG, with Cabinet Committee consideration on 7 April 2020. This allows time for PEQ_towpdate
the Bill following the close of consultation. Introduction to Parliament is then anticipated folléwing the
April recess.

17 March 2020

Countering Violent Extremism (CVE) update

Recent activities

e Following decisions by Cabinet in December 2019, we are workingawith Parliamentary Counsel
Office (PCO) on an updated draft Films, Videos, and Publicatign$ Classification (Urgent Interim
Classification of Publications and Prevention of Online HarmhAmendment Bill (the Bill) for your
consideration.

e Following your approval of a draft LEG Cabinet paper‘and draft Bill, we conducted departmental
consultation, which closed on 13 March 2020. We énderstand your office conducted ministerial
consultation which closed on 16 March 2020.

e Following consultation, minor amendment$were-made to both the LEG Cabinet paper and draft Bill,
in line with the feedback received.

e  Within the wider Preventing and Countering Violent Extremism (CVE) programme, we have been
proactive in working with key agencies fegarding the establishment of key roles.

Next steps

We will provide you with a finaliséd Cabinet paper and Bill for your approval on 19 March 2020, ahead

of lodging on 2 April 2020 for LEGN\with Cabinet Committee consideration on 7 April 2020. This allows

time for PCO to update theBillfollowing consultation. Introduction to Parliament is then anticipated
following the April 2020xegess.

24 March 2020

Countering&iolémt Extremism (CVE) online

With New Zealand moving to COVID-19 alert level 4, the timeline for this Bill will now be delayed as the
Bill awaits/key decisions from Cabinet and introduction to the House.

We pfeviged you with a finalised Cabinet paper and near-final version of the Bill for your approval on 19
Mach2020. We anticipated lodging on 2 April 2020 for LEG, with consideration on 7 April 2020. These
timeframes are no longer possible. Consideration of the paper will be delayed until normal Cabinet
business resumes and introduction will be delayed until Parliamentary business resumes.

We are preparing draft First Reading Speech notes, a question and answer resource and an initial
briefing for the Select Committee, for your review and approval. We will provide you with these
documents in due course once normal business resumes and the LEG pack is submitted to Cabinet Office
for consideration.



Within the wider Preventing and Countering Violent Extremism (PCVE) programme, we are continuing to
work with key agencies regarding the establishment of key roles.

31 March 2020

Countering Violent Extremism (CVE) online

With New Zealand moving to COVID-19 alert level 4, the timeline for this Bill will now be delayed.
Consideration of the paper will be delayed until normal Cabinet business resumes, and introduction will
be delayed until Parliamentary business resumes.

We will provide you with draft First Reading Speech notes, a question and answer resource, andan
initial briefing for the Select Committee, once normal business resumes.

Within the wider Preventing and Countering Violent Extremism (PCVE) programme, we are c@ntinuing to
work with key agencies regarding the establishment of key roles and scenario planning{With COVID-19
priorities, this work is continuing at a slower pace.

7 April 2020

Countering Violent Extremism (CVE) online

With New Zealand moving to COVID-19 alert level 4, the timeline for this Bill will now be delayed.
Consideration of the paper will be delayed until normal Cabinet usiness resumes, and introduction will
be delayed until Parliamentary business resumes.

We will provide you with draft First Reading Speech notes, a‘guéstion and answer resource, and an
initial briefing for the Select Committee, once normal business resumes.

Within the wider Preventing and Countering Violent€xtremism (PCVE) programme, we are continuing to
work with key agencies regarding the establishmentofkey roles and scenario planning. With COVID-19
priorities, this work is continuing at a slower pate"

There is a connection to the work on voluntarystramsparency reporting, detailed further in the section on
“Other Updates”.

Work on voluntary transparency kegbuting

Recent activities

e Following your trip to Washington DC in March 2020, you expressed an interest in the status of the
OECD-led Voluntary Transparency Reporting Protocol (VTRP) project.

e The VTRP project isAq tmportant component of wider transparency-related work with industry,
which brings togethterthe industry, governments, civil society, and NGOs to create a common
voluntary repocting framework. The reporting framework includes metrics for online platforms to
implement régular and transparent public reporting on the prevalence of terrorist and violent
extremigt eentent on their platforms. It will also include the steps platforms are taking to prevent,
deteftand remove this content.

o THeMifistry of Foreign Affairs and Trade is substantially involved in the development and
gagrdination of the project to date. Key government and industry partners include Australia,
€anada, the United Kingdom, the United States, France, the European Union, Facebook, Microsoft,
Twitter, Google, and Amazon.

e Australia suggested using the G20 to progress this project. However, this was not supported by a
number of other countries (including the United States) and we understand that the OECD will
continue to be the mechanism to progress this work internationally.



Next steps
The project is progressing at a slower pace due to re-prioritisation of governments’ resources towards
the COVID-19 response, but partners remain confident it will proceed to completion in 2020.

14 April 2020

Countering Violent Extremism (CVE) online

The timeline for this Bill is delayed.

We will provide you with an updated LEG pack and final Bill once normal Cabinet and Parliamentagsy
business resumes. Work to establish key roles within the wider Preventing and Countering Violefit
Extremism (PCVE) programme is continuing, but at a slower pace owing to COVID-19 priorities,
Work has also progressed to identify a partner to support the PCVE Programme to conduct afialysis,
provide policy advice and risk prevention strategies to the Department of Internal AffaifsNThis
situational awareness work will help us to better understand the New Zealand contéxt)support the
establishment of our new countering online violent extremism capability and help‘us*develop
prevention strategies for use both online and offline.

21 April 2020

Countering Violent Extremism (CVE) online

The timeline for this Bill is delayed until House business resumess

We are working with the Parliamentary Counsel Office to finalise,the Bill, and prepare it for lodgement
with the Cabinet Legislation Committee (LEG). We will provide you with an updated LEG pack and final
Bill when Cabinet and Parliamentary business resumes.

28 April 2020

Countering Violent Extremism (CVE) on#fn&(Negislation Phase on hold)

The timeline for this Bill is delayed until House/business resumes.

On 24 April 2020, we provided you wittyan updated LEG pack and the final Bill.

We are aiming to lodge the Cabinetpaper on 30 April 2020, for consideration at the LEG meeting on 5
May 2020.

The Preventing and Counterigdg Violent Extremism (PCVE) Programme, including establishment of key
roles, is continuing but at @ sfower pace.

We are identifying an exterfal provider to support the PCVE Programme to conduct analysis, and
provide risk preventioh,stfategies. This will help us better understand the New Zealand context, and
develop preventiomstrategies for both online and offline use.

5 May 20.2Q

Coungerihg’Violent Extremism (CVE) online (Legislation Phase on hold)

Thetimeline for this Bill is delayed until House business resumes.

On 24' April 2020, we provided you with an updated LEG pack and the final Bill.

Qa’5 May 2020, the Bill was approved for introduction by LEG. We understand the Bill is scheduled for
Cabinet confirmation on 11 May 2020.

12 May 2020

Countering Violent Extremism (CVE) online (Legislation Phase on hold)
On 24 April 2020, we provided you with an updated LEG pack and the final Bill.



On 5 May 2020, the Bill was approved for introduction by the Cabinet Legislation Committee (LEG). This
was confirmed by Cabinet on 11 May 2020. We understand that the Bill will be introduced to the House
when normal parliamentary business resumes.

19 May 2020

Countering Violent Extremism (CVE) online

On 5 May 2020, the final Bill was approved for introduction by the Cabinet Legislation Committee (LEG).
This was confirmed by Cabinet on 11 May 2020.

We anticipate the Bill will be introduced to the House in the week beginning 25 May 2020. We will
provide you with a draft briefing to the Select Committee, ahead of the Bill’s referral to theSelect
Committee in early June 2020.

On 7 May 2020, the new Digital Safety structure was announced. This new structure refleets our
regulatory responsibility for countering violent extremism.

We have selected an external provider to conduct research into the scale and nature*ef online violent
extremism in New Zealand. This will help us to better understand the New Zegdland*tontext and will
ensure our new capability for countering online violent extremism is fit forfourpése.

26 May 2020

Countering Violent Extremism (CVE) online

On 5 May 2020, the final Bill was approved for introduction by, the Cabinet Legislation Committee (LEG).
This was confirmed by Cabinet on 11 May 2020.

The Bill was introduced to the House on 26 May 2020. As/per the discussion at the 21 May 2020
Officials” meeting, the First Reading will be delayedamtil,July 2020 to enable a focus on the Gambling,
Racing and Community Funding work programrae®

2 June 2020

Countering Violent Extremism (CVEfenline

On 5 May 2020, the final Bill wasapproved for introduction by the Cabinet Legislation Committee (LEG).
This was confirmed by Cabinet 6fi I May 2020.

The Bill was introduced to the’HousSe on 26 May 2020. As per the discussion at the 21 May 2020
Officials’ meeting, the EirstBeading will be delayed until July 2020 to enable a focus on the Gambling,
Racing and Community/Fanding work programme.

9 June 2020

Countering Miolent Extremism (CVE) online

On 5 May-2020; the final Bill was approved for introduction by the Cabinet Legislation Committee (LEG).
This was €onfirmed by Cabinet on 11 May 2020.

The-Bill was introduced to the House on 26 May 2020. As per the discussion at the 21 May 2020
Offi€Cials’ meeting, the First Reading will be delayed until July 2020 to enable a focus on the Gambling,
Racing and Community Funding work programme.

16 June 2020

Countering Violent Extremism (CVE) online
The Bill was introduced to the House on 26 May 2020. The First Reading is delayed until July 2020 to
enable a focus on the Gambling, Racing and Community Funding work programme.



On 5 June 2020, we resumed face-to-face engagement with key agency partners. This will help us
support the countering violent extremism eco-system.

Our external research provider has initiated conversations with key stakeholders to better understand
the scale and nature of online violent extremism in New Zealand. This work will help us develop a “map”
of online extremism in New Zealand, which will also support the ongoing development of prevention
strategies for both online and offline use. This is expected to take four weeks.

23 June 2020

Countering Violent Extremism (CVE) online

On 26 May 2020, the Bill was introduced to the House, with the First Reading anticipated inghuly*2020.
Please also see the ‘Updates for Discussion’ item, Establishing the Preventing and Countering{Violent
Extremism function.

Establishing the Preventing and Countering Violent Extremism function

Recent activities

e We are ensuring that the online elements of countering violent extremlism,dre integrated into the
broader frameworks of agencies working on these issues. To do this, We ‘are working closely with the
New Zealand Police, New Zealand Security Intelligence Service, Pépartment of the Prime Minister
and Cabinet, and other CounterTerrorism Coordination Committee agencies.

e A new Director and Deputy Director Digital Safety have be&n appointed. Recruitment for other key
PCVE roles is underway.

e We have signed a contract with a private provider téeonduct research into the scale and nature of
online violent extremism in New Zealand. This work is‘expected to take four weeks, and will help us
develop a “map” of online extremism in New Zealdnd, which will also support the ongoing
development of prevention strategies for'lgoth online and offline use.

Next steps

We will provide you with a verbal update on.tHe progress of this work at the next officials’ meeting.

30 June 2020

Countering Violent Extremism (&/E) online
On 26 May 2020, the Bill was, iatroduced to the House, with the First Reading anticipated in July 2020.

7 July 2020

Countering Violeng Bxtremism (CVE) Online

On 26 May 2020, the Bill was introduced to the House. The timing of the First Reading is to be
confirmed,

In June_ 2020, we resumed engagement with key agency partners to ensure they integrate the online
eleméntS)of countering violent extremism into their frameworks. This engagement is bringing real value
to ‘odMunderstanding of the work.

We have received initial insights from our external research provider into the scale and nature of online
violent extremism in New Zealand. These early findings will help frame the next phase of our research
and identify any gaps as we develop a “map” of online extremism in New Zealand.

Recruitment to extend our capability is underway. We have received significant interest, and anticipate
people starting from late-August 2020.



28 July 2020

Countering Violent Extremism (CVE) Online

On 26 May 2020, the Bill was introduced to the House. The timing of the First Reading is to be
confirmed.

Recruitment to extend our capability is underway. We have received significant interest, and anticipate
people starting by September 2020.

1 September 2020

Preventing and Countering Violent Extremism Online.

Recent activities

e We continue to progress our long-term thinking through a series of workshops with key agencies,
building on the insights we have received from our external research partner into the Scale and
nature of online violent extremism in New Zealand.

e Appointments have been made to several senior positions in the Digital Violept'Extremism team.

e We have received further insights from our external research partner intd thesscale and nature of
online violent extremism in New Zealand. These have shown that there,is'substantive online far-
right and hate speech activity in New Zealand, but by a relatively sihalhgroup of people. We await
more detailed insights over the coming weeks.

Next steps

A detailed workshop is scheduled for this week about the next ‘steps for the longer-term strategy for

harm prevention and minimisation strategies in New Zealand.

15 September 2020

Countering Violent Extremism (CVE) Online
We continue to work with key agencies to Jowildvon'the external research into the scale and nature of
online violent extremism in New Zealand,'and to progress our planning.

13 October 2020

Countering Violent ExtremismCW%E) Online

We continue to work with key,agencies to build on the external research into the scale and nature of
online violent extremism i/New Zealand, and to progress our longer-term planning. We anticipate
further insights from o(r éxternal research partner in November 2020.

Work on the Preventing,and Countering Violent Extremism framework, including key priorities, is
progressing well,

The ManagenDigital Violent Extremism, the Principal Advisor for Countering Violent Extremism, and the
Manager Intelligence and Insights, have started. Appointments have also been made to the remaining
senior and key leadership positions, completing the Digital Safety senior leadership team. These
appaintiments will enable the Department to extend its focus on online violent extremist content.

Z/7)October 2020

Countering Violent Extremism (CVE) Online

We continue to work with key agencies to build on the external research into the scale and nature of
online violent extremism in New Zealand, and to progress our longer-term planning. We anticipate
further insights from our external research partner in November 2020.



Work on the Preventing and Countering Violent Extremism framework, including key priorities, is
progressing well.
Work on the Preventing and Harm framework and Cabinet paper are progressing well with contributions

from key agencies. (l/

20 January 2021

Increase to New Zealand’s Online Crisis Response level q
Recent activities N
We have activated New Zealand’s Online Crisis Response to the level of “Increased Monitoring” ’&Lpg
up to the Inauguration of the President of the United States of America, and following the {)
violence and unrest in the United States. ?

This response is currently in place from the evening of 20 January to 22 January 2021 . Platforms,
such as Twitter and Facebook, and media sites will be monitored continuously ozer@ eriod.

Next steps

We will continue to monitor the situation and will advise if the response level s from the current
setting. Preparations have been made should a New Zealand crisis respons @ne necessary.

We will provide you with a briefing following the conclusion of this respahs
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Background

Under the Films, Videos, and Publications Classification Act 1993, (FVPC) the Department of
Internal Affairs (the Department) has the powers to identify, seek the removal of and
prosecute those sharing or possessing “objectionable material”.

I”

The definition of “objectionable material” includes content that deals with matters such as
sex, horror, crime, cruelty or violence in such a manner that the publication is likely to be
injurious to the public good (section 3 of the Films, Videos, and Publications Classification
Act 1993). Specifically relating to violent extremist content, sections 3(d) and (e) state that
particular weight should be given if the publication promotes acts of terrorism or infers
particular groups are inherently inferior to other groups.

On 15 March 2019 during the aftermath of the Christchurch attacks the Departfaent’s Digital
Safety Group took the lead working with technology companies and other agenties to
reduce the spread of the attack video and manifesto. This was largely danethtough the
relationships they had built with tech companies, non-government ongahisations (NGQO's)
and law enforcement agencies through the child exploitation and spam“work.

As a direct result of the Christchurch attacks, the New Zealand“@overnment alongside the
French Government set up the Christchurch Call. The Chrjstehtrfch Call is a commitment by
Governments and tech companies to eliminate terrorist‘and violent extremist content
online.

At the same time, the Department started a reviewrinto policy changes of Films, Videos, and
Publications Classification Act 1993 that céuld'strengthen New Zealand’s position
surrounding the censorship of live streagtingsand objectionable content to prevent online
harm.

The Government approved several'initiatives within the countering violent extremism and
counter terrorism eco-systemjione of which was to extend the work of the Department to
focus on violent extremist onlirfe content.

Context

Preventing and‘¢Ountering violent extremism is both a domestic and global problem. It can
manifest itself both physically and online within communities. The Department has a
number of roles to play in the wider eco-system including:

o) our work in the Digital Safety Group countering violent extremism online through
the regulation and censorship of online content through the Films, Videos, and
Publications Classification Act 1993

e contributing our operational expertise and thought leadership to the Christchurch
Call work programme and the wider counter terrorism eco-system

e our regulation of aspects of the Anti-Money Laundering and Countering Financing of
Terrorism Act 2009, which places obligations on New Zealand’s financial institutions
and casinos to detect and deter money laundering and terrorism financing
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our regulation of the New Zealand charitable sector
our management of New Zealand’s passport, citizenship and identity systems
our policy work within New Zealand

supporting New Zealand communities through the Office of Ethnic Communities, the
Safer Communities Fund and the Ethnic Communities Development Fund.

The Department’s operating context in the broader counter terrorism eco-system is complex
and there are unique operational requirements to participate in this environment.

The Department is also supporting the independent inquiry, the Royal Commission of Inquiry
into the Attack on Christchurch Mosques on 15 March 2019.

Programme Mandate

The Department received funding for four years to focus on minimising thethagm from
violent extremist and terrorist content online. There are three core copiponents to the CVE
uplift for DIA:

Policy and legislative changes — FVPCA review and longéek-térm planning for a broader
Media Content Regulatory Review

Operational capability — establishing a new teamidedicated to protecting people and
communities from online violent extremism

Considering long term strategy including HoWsDIA can contribute to the prevention of
violent extremism in New Zealand (fogffhstance, thinking about community
engagement, Office of Ethnic Compdunities opportunities etc)

Programme Outcomes

The programme will:

ensure coordinated leadership of PCVE capability within the Department

ensure a joined4¥up approach and key partnerships are in place to deliver PCVE across
key goverpient agencies

embedded\DIA in the current PCVE New Zealand eco-system
detiver and embed a CVE function into the Department

ehable DIA to work alongside agencies to assist in the prevention of online violent
extremism events in New Zealand

facilitate the legal framework to allow services providers to do the right thing

help to create safer, more resilient, thriving communities across New Zealand.
operationalise a successful web filter for CVE content

work across the system to deliver the prevention and engagement strategy for DIA

ensure the Department understands and fulfils its obligations under the Christchurch
Call
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- collaboration and co-ordination across government organisation, non-government
organisations and industry

- theright measures are in place to demonstrate the effectiveness of the new
capability and prevention work.

Scope

The Preventing and Countering Violent Extremism (PCVE) Programme has been established
to lead the:

e design and implementation of a new operational capability within the Departprent
to focus on countering violent extremist content online and that is embedéed inthe
broader eco-system in New Zealand

e policy and legislative changes to address gaps in current censorship tegulatory
system

e the proposed media content regulatory review to include onlifgcontent hosts
e Christchurch Call commitments and resourcing within the/Department
e design and development of a web filter tool to counterViolent extremist content

e development of a long-term strategy for the Depaitmént in PCVE (including, but not
limited to, additional prevention and commuriity\engagement opportunities).

The PCVE Programme is also responsible for the sucCess of navigating and embedding the
Department within the broader domestic and intetpational countering violent extremist
content online eco-systems. This includes;

e thought leadership

e oversight of how the Departmeft shares its expertise and collaborates with the other
agencies working in this.space

e support of the differént\agencies working in this space

e working to preventa siloed approach ensuring greater unity across the complex
counter terrgxistn/eco-system for Years 1 and 2 and beyond.

The PCVE Prografinmeé”is responsible for, will oversee, and provide resources and reporting
for the various phases of the programme workstreams.

I